
With all the news about breaches and cybercrime, you’re probably worried that your cybersecurity plan has holes 
in it. It’s okay to worry, as long as that spurs you to act, and we can help with the five principles of cybersecurity, 
listed below:

A locked door
You lock your home—now lock your network with a reliable and secure data center and basic safety rules, like locking 
down ports, shutting off services, etc.

Defense is the best defense
You defend yourself—do the same for your network, with tools that include anti-virus and anti-malware, installed on 
any device that can be connected to the Internet. 

Shiny new
The shiny, new rule is simple: If you installed it, update it. Keep software up-to-date to ensure vulnerabilities are 
patched as soon as available. 

Minimalism
Know where all your data resides; if you don’t need it, get rid of it. Don’t ask for stuff you really don’t need and keep 
data for only as long as needed. 

Eyes wide open
What you put in the cyber world is there forever, so you need to open your eyes and evaluate which data you are 
storing, where you are storing it and how secure it is. 

Learn more with our free guide, 

The Common Sense Approach to Cybersecurity www.mir3.com/cyberdrj. 
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